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08.55–09.00 Welcome to participants. Opening of the conference.

Jarosław Kuźniar, Journalist, lecturer, CEO, Kuźniar Media

09.00–09.30 OWASP flagship projects – cure for application vulnerabilities.

Michał Kurek, Head of Cyber Security in Poland and CEE/Chapter Leader, KPMG/OWASP

09.30–10.00 Transitioning Information Security from scaring to caring: implementing positive
internal culture.

Viktorija Česonytė, Security Compliance Manager, Vinted

10.00–10.35 About secure identity management 3.0, i.e. IdM and IBM Cloud Pack for Security.

Cezary Wieczorek, Vice President, Cloudware Polska
Wanda Żółcińska, Chief Editor, Computerworld

10.35–10.50 Trust – the outsourced insider problem.

Candid Wüest, VP of Cyber Protection Research, Acronis

10.55–11.25 Why is there a lack of cooperation among cybersecurity communities at the EU
level?

Sebastijan Čutura, CISO Community and Cyber Resilience Manager, European Cybersecurity Organisation
(ECSO)

11.25–12.00 Break to visit the Partner Zones.

12.00–12.30 Anamorphic Cryptographic Schemes: Opportunities and Threats.

Mirosław Kutyłowski, Professor at Department of Fundamentals of Computer Science (Faculty of Information
and Communication Technology), Wrocław University of Science and Technology

12.30–12.50 How Information System Authority of Estonia leverages Cloudflare to strengthen
its cyber security.

Anatol Nikiforov, Customer Development Manager, Cloudflare
Tonu Tammer, Executive Director, CERT-EE

12.50–13.10 CaaS – Cybersecurity as a Service.

Łukasz Chudyga, Director of ICT Bureau & Cybersecurity Products, T-Mobile Polska S.A.

13.10–13.40 Practical Threat Hunting with SIEM.

Fatih Emiral, CISA, CISSP, CIA, OSCP, ISO27001 LA, ISACA Istambul Chapter

13.40–14.10 Break to visit the Partner Zones.

14.10–14.25 Process automation as a way to ensure constant improvement of defense
mechanisms.
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Grzegorz Nocoń, System Engineer, Sophos

14.25–14.40 10 principles of effective pentest.

Piotr Kozowicz, IT security expert in the CERT Team, ING Bank Śląski

14.40–15.00 How attackers bypass antivirus, EDR and app whitelisting.

Jan Marek, Co-founder, Red Teamer, DFIR, Cyber Rangers

15.00–15.05 Closing of the conference.

The organizers will make every effort to ensure that the conference is held in accordance with the presented program,
however, the possibility of partial changes is reserved.


